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Introduction

    WR-600N is Wi-Fi router (Router) with embedded wireless 4G modem.

Note: The outlook of the device is only for reference, please see actual product for colour and shape.
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	 Item
	Description

	1
	Antenna port 
	Connect with indoor antenna.

	2
	DC input port 
	5V DC (Direct Current) power supply to the device.

	3
	LAN port 1
	Connect to the computer’s network adapter.

	4
	LAN port 2
	Connect to the computer’s network adapter.

	5
	LAN3/WAN port
	LAN3 : Connect to the computer’s network adapter.
WAN : Connect to external Router or internet server.  

	6
	Power switch
	Press to power on, press again to power off.

	7
	WPS button
	Press to activate WPS function.

	8
	Reset button
	To restore Router factory settings( a small hole on the right of WPS button).

	9
	Antenna port
	Connect with indoor antenna.

	10
	Internet status indicator
	1.Steady Yellow: Data connection is established.

2.Blink: Data usage reaches to the limit (please refer to «Traffic Control»).

3.Off: Data connection fails.

	11
	WPS status indicator
	1.Steady Yellow: WPS function is enabled.

2.Blink Yellow: Waiting for clients to connect via WPS mode.

3.Off: WPS function is disabled.

	12
	Battery indicator
	1.Steady Yellow: Battery is full.

2.Steady Green: Battery is charging.
3.Steady Red: Battery is low and need to be charged.

	13
	Router signal strength indicator
	There are 4 signal bars to show the signal strength.

	14
	Wi-Fi status indicator
	1.Steady Yellow: Wi-Fi is switched on.

2.Blink Yellow: Wi-Fi data transmission in progress.

	15
	4G modem status indicator
	1.Steady Yellow: LTE  B31 network registered.

2.Steady Green: LTE B3  network registered.

3.Steady Purple: LTE B7  network registered.

4.Steady Blue: LTE B20 network registered

5 Off: No registration in any network.


Installation

Installing the USIM cards 

Please check with your service provider whether R-UIM card is required. Power off the 
device, remove power supply cable and install the cards as shown on picture below. Make sure that the golden contacts on the cards are facing downwards.
Installing the battery 

Power off the device and remove power supply cable, and install the battery. Make sure that the battery cord plug matches the battery jack.
1. If the outside temperature exceeds allowed limit, device stops charging the battery. 

2. If connected to the power adapter, the device automatically charges the battery and stops charging when the battery is fully charged. 

3. Remove the battery if the device is not in use for a long time. 

4. If the battery has not been used for a long time or if the battery is discharged, the device's indicators may not turn on as expected when the battery is charging. This is normal. The device can be powered on after the battery is charged for a while. 

5. Normally, the device should be connected to the power supply line. The battery is used if power supply line is not available.
6. The battery supplies power for a limited period. Ensure that the battery is fully charged before using the device not connected to the power supply line.
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Connecting to the power adapter

Generally, the device should be connected to the power supply line at all times. 

Caution: Use the charger specified by the manufacturer. Using other chargers may invalidate the warranty or cause a dangerous malfunction. 
1. Switch off the device. 

2. Plug in power adapter to the DC input port [2] and to the power outlet. 

3. Switch on device and wait for a few seconds.
4. If the power indicator turns on steady Yellow,the device is connected to the power supply line. 
Installing the indoor antenna

1. Switch off the device. 

2. Connect the indoor antenna to the Router antenna port [1] and [9] and screw them securely.
Connecting to other terminal devices

1. Before connecting the device to other terminal devices, switch off the device and disconnect it from the power adapter.

2. Use the cables provided by the respective manufacturers. 

3. You can connect the device to an external Router and a computer at the same time.
Powering on the Router

The Router takes about 40 seconds to start. Then you can check the signal strength [13]. 
Note: If the signal indicator remains always off, the 4G modem connected to the Router may be faulty or there is no coverage in the area where you are using the Router. To solve this problem, contact your service provider. 
Starting the Router with USIM

The Router can support PIN/PUK operations. Please input correct PIN in Router Web UI. 
Connecting the Router to a computer via Ethernet

The Router should be switched on; automatic IP address assignment (DHCP) should be enabled in computer settings. Connect the Ethernet cable to the Router [3] or [4] or [5] and the other end of the Ethernet cable to your computer. In a while computer should display new network connection.

Note: Port [5] can be set as LAN port or WAN port, by default, it is set as LAN port, if you want to use it as WAN port ,should set Router as  “Standard Wireless Router Mode” at first (see”Router Mode”).
Connecting the Router to a computer via Wi-Fi

The Router should be switched on and a computer should have Wi-Fi network adapter. Find «ice.net-XXXXXX» in Wi-Fi networks list, press “Connect” button and input password which can be found on the device label. By default the Router have a password and encryption is used. For the security reasons it is strongly recommended to keep the default encryption (see “Wi-Fi settings”).

Log in to the web user interface

When a computer is connected to the Router, web user interface can be used to set up the Router. Open your web browser and enter http://192.168.0.1 in the address bar. A login page will appear. Default login is “admin” and password is “admin”.To prevent unauthorized access to the Router,it is strongly recommended to change login and password.

Please see “Web interface password change”,If login and password are entered correctly, web interface window will appear as below.
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Here you see the Router basic status information:

- 4G signal strength indicator and software version of the Router in top right corner.

- 4G modem registration status in “4G Module” field.

- Status of 4G modem connection to the network in “WAN Info” field.

You can connect and disconnect to the Internet manually using “CONNECT” and “DISCONECT” buttons. Further you can find other 4G modem and Router network parameters.

Note: The software version of the device is only for reference, might not match the version in real product.
Router Mode

There are 3 type of device work mode:4G Wireless Router Mode,Standard Wireless Router Mode and Bridge Mode.
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- 4G Wireless Router Mode: Router access to internet via 4G modem.
- Standard Wireless Router Mode: Router access to internet via WAN port which connect to other Router or ADSL modem. LAN port should not connect to other Router or ADSL modem’s LAN port, otherwise it will cause IP address conflicts.
- Bridge Mode: PC must connect to Router via LAN port, Router forwards the public IP address directly to PC. Below is an example:10.11.64.93 shows on PC is the same address the Router gets from public.
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Note: When set the Router to “Bridge mode”,Router WIFI will be disabled,so you can only access to internet via LAN port(suggest to use LAN1 port).If you want to go back to other two modes, need to reset the Router at first!!!  
4G modem management

The device has embedded 4G modem integrated into the Router. By default, the Router has all parameters set up for proper functioning of the 4G modem. Go to «4G» > «Setup» to change 4G modem parameters such as Name, APN. Prior to making changes, contact your service provider to obtain required parameters.
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From the «Network Setup» check box,you can select 4G RF bands. For details, consult your service provider.To apply changes press “APPLY” button or “CANCEL” to discard changes.
Traffic Control
In Web interface go to «4G» > «Traffic Control» to enable it.You can set “Monthly Traffic Limit” and “Alarm” to control 4G traffic usage.When traffic usage reaches to the limit and “Overuse Alarm” is enabled,INTERNET led will blink. 
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And then the Router basic status information UI will show traffic status information.
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Break Detection
In Web interface go to «4G» > «Break Detection» to enable it.You can either select gateway or input host address to set the responding server. Router will ping this server in interval time (eg. 10 seconds) ,if there is no response ,will try several times (eg. 5 times),after that,Router will reboot. ‘Delay’ means the WAN detection starts to work  after several minutes (eg. 5 minutes) from Router is turned on.
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When “Break Detection Mode Change” is selected on “Standard Wireless Router Mode”,if the detection period is expired, Router will change from “Standard Wireless Router Mode”to “4G Wireless Router Mode “ automatically .When the WAN port is recognized again, Router will change back to “Standard Wireless Router Mode”.
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DDNS
In Web interface go to «4G» > «DDNS» to enable it. By applying for its domain name and service,fill in the user name,password,host name or hash with the router DDNS related items.Then the monitoring equipment is mapped to the desired access by the Router. Remote monitoring client access to the current Router through domain name.
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PIN
In Web interface go to «4G» > «PIN» to enable or disable USIM card’s PIN.

[image: image12.png]Status | Mode | 4G | LAN [ Wireless | Security | Server | Routing | Admin | Manual | Logout

Setup  Traffic Control Break Detection DDNS ' Modem Upgrade
———————————-

PIN Settings Help

PIN Enable | PIN enable: input
correct PIN and click

PIN Code (4 ~ 8 digits) 'APPLY' to enable

Remaining Attempts 3 PIN.

PIN disable: select
'‘Disable' from the
pull down menu and
input correct PIN
then click 'APPLY' to
disable PIN.

PIN change: select
'‘Change' from the

APPLY CANCEL  Pull down
menu,input old PIN





PIN enable: input correct PIN and click “APPLY” to enable PIN.

PIN disable: select “Disable” from the pull down menu and input correct PIN then click “APPLY” to disable PIN.

PIN change: select “Change “from the pull down menu,input old PIN and new PIN then click 'APPLY' to Change to new PIN. if input wrong PIN more than 3 times,the SIM card will be locked and need to input correct PUK code to reset a new PIN;if input wrong PUK more than 10 times, the SIM card will be permanently blocked.
LAN settings

In Web interface go to «LAN» > «Setup» to get to the Router settings.   
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In the “IP Address” field you see the default IP address of the Router. It should be changed in some cases when other device in your local network already used the same IP address. Check box “Enable DHCP server” switches on/off DHCP server that is used for an automatic assignment of IP addresses to the users that are connecting to your local network.To apply changes press “APPLY” button or “CANCEL” to discard changes.
DHCP Table
In Web interface go to «LAN» > «DHCP Table»  shows  all IP addresses which are allocated by current DHCP server.It includes the clients which are connected through the LAN ports.
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Binding
In Web interface go to «LAN» > «Binding» only allows the specified MAC address to connect to the Router. There are two methods to bind the Mac address with IP address: 
- Click “SHOW” button to list all the clients which connect to the Router currently and select which client you want to bind. 
- Input the client’s Mac address and dedicated IP address then click “ADD” button to add it manually.
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Wi-Fi settings

In Web interface go to «Wireless» > «Basic» to get to the Wi-Fi settings. Check box “Wireless Enabled” switches on/off Wi-Fi transmitter. When you are not using Wi-Fi network, uncheck this check box. In “802.11 Mode” field you can select the mode of Wi-Fi network. “SSID” field will determine name of your W-Fi network broadcasted and will be shown by the other network devices while connecting. If you do not want to broadcast name of your Wi-Fi network, check box “Do not broadcast SSID” should be checked. 
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You can change frequency channels your Wi-Fi network will use.To apply changes press “APPLY” button or “CANCEL” to discard changes.For encryption and security settings go to «Wireless» > «Security».
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We strongly recommend to enable encryption. For this choose a preferred option in drop down menu “Security Mode” and enter the key. The key should be as long as possible containing numbers and alphabets. Keep the key in any secure place not to forget it.
Advanced
In Web interface go to «Wireless» > «Advanced» to get to the Wireless AP advanced settings.Please keep the default settings when you are not familiar with them.
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WPS settings

In Web interface go to «Wireless» > «WPS» to get to the WPS settings. 
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When press WPS button for 1 second or click ”WPS START” button, the WPS LED will blink for 2 minutes to wait for clients to connect to the Router.

Client List
In Web interface go to «Wireless» > «Client List» to show client list information that connect the wireless.
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Firewall
In Web interface go to «Security» > «Firewall» to set the firewall.Router firewall is mainly to prevent some of the most common attacks to resist some of the relatively low level of simple attack.
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Website Block
In Web interface go to «Security» > «Website Block» to block the loading of web pages.This function can prevent the child to visit the bad websites.
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Port Triggering
In Web interface go to «Security» > «Port Triggering» to set port triggering. When an application uses the trigger port to establish a connection, the router forwards the external connection to the internal specified port.
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Dos
In Web interface go to «Security» > «Dos».Dos  attack(Denial of Service) is a kind of attack that uses a large amount of virtual information flow to exhaust the target host. The target host is forced to deal with the false information flow, so that the legitimate users can not get the service response from the host,In normal status, the speed of the router will be reduced because of the attack.
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Virtual Server
In Web interface go to «Server» > «Virtual Server» to defines the correspondence between the Internet service port and the IP address of the local area network server. To ensure the Internet user access to the LAN server, and does not affect the internal LAN network security, all service request from internet to this port  will be forwarded to the LAN server IP address specified.
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Virtual Server:
Because of the
firewall,by default
the device doesn't
allow computers
from internet to
access to the local
network through the
firewall. so can
configure virtual
server to allow the
access.




DMZ

In Web interface go to «Server» > «DMZ» to make host fully exposed to the wide area network.It can achieve two-way communication without limits. When internet users access to the network address of Router, actually they access to DMZ host directly.
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Routing
In Web interface go to «Routing» > «Table» to show the routing table about the router. It is a table that stores the routing information in the router to other destinations.
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In Web interface go to «Routing» > «Static» to set the static routing.Static Routing allows user to define path reaching to another network or host.
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Management
In Web interface go to «Admin» > «Management» to manage the router.Such as choose NAT,remote control the router or enable the system log.  
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Time Setting

In Web interface go to «Admin» > «Time Setting» to set the time.You can choose local timezone and choose NTP server. 
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Backup & Restore

In Web interface go to «Admin» > «Backup & Restore» to backup or restore the set file.it avoids to configure router setting again.
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Firmware upgrade

In Web interface go to «4G» > «Modem Upgrading» to update modem firmware and go to «Admin» > «Firmware Upgrade» to update Router firmware.There are two method to upgrade latest firmware:

- Click “SEARCH NEW VERSION” and check new binary from internet server. 

- Get new binary from the service provider and load it from computer and click 'APPLY' to upgrade.
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Rebooting the Router

To reboot the Router set the power switch [6] to “Off”, wait for 10-15 seconds and set it back to “On”. For remote reboot go to «Admin» > «Restart», press “RESTART” button.
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Restore factory settings

To restore factory settings (e.g. you forgot Web interface password or Wi-Fi key) press and hold the Reset [8] button for 10 seconds. Or you can go to «Admin» > «Factory-Defaults» and press the button “FACTORY DEFAULTS”.
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Web interface password change

Default login is “admin” and password is “admin”. For security reasons, to prevent unauthorized access to the Router, password should be changed. 

Go to «Admin» > «Password»; in “Old Password” enter the current password, in “New Password” enter the new password and enter same password in “Verify Password”.
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To apply changes press “APPLY” button or “CANCEL” to discard changes.

Advanced Router functions

The Router supports most of the network management functions typical for the modern Wi-Fi Routers. We do not recommend to change these advanced settings and use advanced functions if you are not a qualified IT professional.

Troubleshooting

The device is powered on without connecting to the power adapter, but its battery indicator and working status indicator remain off. 

Check whether the battery is installed properly. If the battery is installed properly, the problem may result from low battery power. Then charge the battery. 

The device is powered on and connected to the power adapter, but battery indicator remains off. 

Check if the power adapter's output voltage meets the voltage requirement. It should be 5V DC.
The device is powered on and battery indicator is normal, but signal strength indicator is off. 

Check if the antenna is correctly installed. Check whether PIN code verification is enabled and required PIN code was entered.

A computer does not display the Router in the local network.

Check automatic IP address assignment (DHCP) is set in network adapter settings in your computer.

IP address of the Router can be already assigned to another device on you local network. In this case disconnect from the local network and connect the Router to a computer directly.

The Router is powered on, but Wi-Fi indicator remains off.

Check whether Wi-Fi transmitter is switched on (see “Wi-Fi settings”).

The Router is powered on, Wi-Fi indicator is on but Wi-Fi network cannot be found.

Check SSID broadcasting is enabled (see “Wi-Fi settings”).

No access to the Internet using the Router.

Check 4G modem parameters, name and APN (see “4G modem management”). Other reasons may include no or weak signal level at your location or funds on your account may be depleted. If the problem persists, contact your service provider.

Safety information

Never use an inappropriate battery, this could damage the device and/or battery and could cause the battery to explode. 

Never place your device in a microwave oven as it will cause the battery to explode. 

Do not dispose of your battery in fire or with hazardous or flammable materials. 

Do not expose the battery charger or adapter to direct sunlight or use it in places with high humidity, such as bathroom. 

Do not drop, strike, or shake your device severely. It may harm the internal circuit boards of the device. 

Do not use your device in high explosive areas as the device may generate sparks. 

Do not damage the power cord by bending, twisting, pulling, or heating. Do not use the plug if it is loose as it may cause a fire or electric shock. 

Do not handle the device with wet hands while charging. It may cause an electric shock or seriously damage your device. 

Do not disassemble the device. 

Do not make or answer calls while charging as it may short-circuit the phone and/or cause electric shock or fire. 

Store the battery out of reach of children. 

Be careful that children do not swallow any parts. This could cause asphyxiation or suffocation resulting in serious injury or death. 

Unplug the charger during lightning storms to avoid electric shock or fire. 

Only use the batteries and chargers provided by the manufacturer. The warranty will not be applied to products provided by other suppliers. 

Only authorized personnel should service the device and its accessories. Faulty installation or service may result in accidents and consequently invalidate the warranty. 
Specifications
	Standard:

Frequency band LTE:

Maximum transmit power LTE:

Receiver sensitivity LTE: 
Wi-Fi standards:

Maximum Wi-Fi bandwidth:

Wi-Fi radio channels

Wi-Fi modes:

Wi-Fi security: 

Working temperature range

Storage temperature range 

Battery capacity

Battery type

Dimensions

Antenna connectors

Interfaces
	LTE 3GPP Rel 8 Cat 3 (100/50 Mbps FDD)

3GPP E-UTRA Band 3   (1800 MHz FDD)

3GPP E-UTRA Band 7   (2500 MHz FDD)

3GPP E-UTRA Band 20 (800 MHz FDD)

3GPP E-UTRA Band 31 (450 MHz FDD)

+23 dBm
compliant to TS 36.101

IEEE 802.11n, IEEE 802.11g, IEEE 802.11b,

IEEE 802.3, IEEE 802.3u

150 Mbps

1-13

n only, b/g/n mixed, b/g mixed, g only, b only

MAC address filtering; WEP, WPA-PSK/WPA2-PSK, WPA/WPA2; key length 64/128/152 bit

0 ⁰С… +40 ⁰С

-20 ⁰С… +60 ⁰С

1500 mA/H

3,7V, Li-ion

183x120x35 mm

SMAx 2

USB2.0 x 1, Ethernet 10/100M x 3




Packing list

	Radio unit

Antenna

Battery

Power supply

Car charger

SMA adapter

User manual
	1 piece

2 pieces  

1 piece

1 piece

1 piece

2 pieces
1 piece
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